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1. Introduction

The current digital advertising industry has many problems. It is a monopoly, full 

of fraud and it is not transparent and dishonest. At the same time, the digital 

advertising industry is a huge market, many of the world's largest Internet giants 

are advertising companies in nature. The advent of blockchain technology brings 

hope to the advertising industry. Its decentralization, transparency, immutability 

and other characteristics are considered to be natural to solve the problems in 

the digital advertising industry. There are many projects that are trying to improve 

the digital advertising environment with blockchain technology now. These 

programs' attempts to change the status deserve respect and encouragement. 

But what we've found is that most of the current projects are fundamentally from 

an advertising companies' point of view, and they're missing the most important 

part, which is that advertisers have long exploited the value of their users' 

personal data. Because it's always been that way, very few people even realize 

it. But take the most common PPC ads in the digital advertising market as an 

example. Who will be responsible for the click and who will be responsible for the 

charge?

The i-Chain project has been developed with the aim of improving the digital 

advertising environment by applying blockchain technology. Its main mission is 

to end the exploitation of users' personal data by advertising agencies or data 

companies and to pay users for their data for the first time in history.



So how does it work? I-Chain project plan for the first stage is to develop a 

browser powered by blockchain technology. Unlike other browsers, the i-Chain 

browser will consist of three major functional modules: the basic function module, 

the reward system module and the advertising module.The basic module will use 

blockchain technology to encrypt and protect users' personal data, so users don't 

have to worry about their data security.

Basic Function

Module

Reward System

Module

Advertising

Module
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The reward system module will reward users with ICA ( i-Chain ads coin) 

according to the amount of data they contribute and other factors. ICA itself has 

value as it's a cryptocurrency. In addition, ICA can also be considered as the 

token for getting more reward. The advertising profit obtained by the i-Chain 

project will be distributed to users according to the number of ICA and other 

factors. Simply put, you use the i-chain browser, you get ICA, and then you get a 

share of the advertising profits from the project.

In terms of i-chain advertising profit, the advertising function module will provide 

real and effective advertising for advertisers. Thanks to the transparency, the 

immutability and security the blockchain technology inherently possesses, 

advertisers do not need to worry about fraud and other common problems in the 

field of digital advertising.

I-chain believes that the blockchain technology can really change the digital 

marketing world. Users personal data will be secured and reward, advertisers 

can get better performance.  We will make it happen step by step. 
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2. Mission and Vision

I-chain project's mission is to use blockchain technology to protect users' 

personal data, to realize the value of personal data, to rebuild the trust 

mechanism in the digital marketing field, to improve the efficiency of advertising, 

and to promote the healthy development of the digital advertising industry.

For ordinary netizens, their personal information will be protected. At the same 

time, users can gain profit from their own data and online behaviour. Besides 

that, everyone can have control over what kind of ads they want to receive.

For advertisers, they will save a lot of advertising budget and achieve better 

advertising effect.

I C A
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3. Industry Background

3.1 The value of users' personal data is exploited

The growth of the data and advertising markets partly reflects the growing 

exploitation of users' personal data by monopolies in digital advertising. At the 

moment, no advertising agency is really giving users back the value of their 

personal data.

Data is the fuel for economic development, which can promote the development 

of enterprises and significantly improve the effectiveness of digital advertising. 

As a result, the global data market is a rapidly growing market that will reach a 

size of about $26 billion by 2019. 

Data is a fuel of our century. It can significantly improve data-driven businesses and the effectiveness of online 

campaigns. That is why the global data market is growing rapidly in double-digit rate. In 2017 its value 

exceeded $15 B and in 2018 it will reach $20.6 B, whick is a growth of 32.4%. This upward trend is stable and 

will continue in 2019 when global spending for data will hit $26B.

Global data market growth 2017-2019 ($ billions)



While the data market is booming, the digital advertising market is also 

expanding, which has brought huge advertising profits to some Internet giants. 

Google is expected to make a net profit of more than $100 billion from 

advertising revenue in 2019. While advertising giants celebrate rapid growth in 

advertising revenues, they ignore or hide a serious problem: the exploitation of 

the value of users‘ personal data.
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Major Global Digital Ad Sellers

2019 net digital ad revenues ( billions )

www.eMarketer.com

Note : includes advertising that appears on desktop and laptop computers as well as mobile phones, 

tablets and other internet-connected devices, and includes all the various formats of advertising on those 

platforms; net ad revenues after companies pay traffic acquisition costs ( TAC ) to partner sites; Google 

includes YouTube advertising revenues; Facebook includes Instagram advertising revenues; Microsoft 

includes Linkedln advertising revenues

Source : eMarketer, February 2019



The value of digital advertising is partly the environmental value of advertising for 

media and partly the data value of users. Advertising suppliers will collect and 

analyze users' personal data, and then make effective advertising plans for 

advertisers. Only in this way can advertisements have good effects. In this 

process, users' personal data plays an extremely important role. So, because 

users give the value of their personal data, they deserve a share of advertisers' 

advertising budgets.

Personal data of users are used in all aspects of digital marketing, the 

programmatic buying advertising market has become one of the important 

application scenarios of data trading due to its extreme dependence on data. 

Programmatic buying advertising changes the purchase of ads spots by 

advertisers in the digital marketing industry to the purchase of potential users, 

which is the characteristic of programmatic buying advertising. From its 

advertising concept of buying potential users rather than ads spots, 

programmatic buying ads must be based on the analysis of users' personal data. 

America, the world's biggest data market, is also growing at a breakneck pace. 

But as advertising companies' profits grow, the value of users' personal data is 

not being compensated, so users' personal data is being exploited even more.
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Where there is exploitation, there is resistance, and the average user is not 

stupid enough to realize that they are being exploited by advertising companies. 

More and more users begin to pay attention to personal data security and privacy 

security. More and more users choose to block browser cookies or use private 

browsing mode without leaving any data. What's more, more and more netizens

choose online advertising blocking software to fundamentally reject the 

occurrence of digital advertising.

But is this the best solution? Not necessarily. Users' data will no longer be 

accessed by advertising companies, or even users will no longer accept any 

form of digital advertising, which will lead to a substantial reduction in media 

operating income, and even the inability to maintain the operation of the project. 

In this way, the function or project of providing network services for users will 

disappear. This vicious circle is not acceptable to everyone. Therefore, our 

problem is to find a reasonable benefit distribution mechanism to ensure the 

sustainable and stable development of all stakeholders on the premise of 

ensuring the security of user data and realizing the value of user personal data.
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3.2 A terrible waste of advertising budget

Since the advent of Internet advertising, the global digital advertising industry 

has maintained a steady and rapid growth. It is expected to reach half of the total 

media advertising share for the first time in 2020. More and more brands and 

advertisers are willing to spend their money on digital marketing.
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2017 2018 2019 2020 2021 2022

$232.27

$273.29

$316.42

$357.31

$393.50

$427.26

Digital ad spending

Digital Ad Spending Worldwide, 2017-2022

Billions, % change and % of total media ad spending

Note : includes advertising that appears on desktop and laptop computers as well as mobile phones, 

tablets and other internet-connected devices, and includes all the various formats of advertising on those 

platforms; excludes SMS, MMS and P2P messaging-based advertising

Source : eMarketer, March 2018

www.eMarketer.com

% change % of total media ad spending

236087

39.7%

20.9%

43.5%

17.7%

47.0%

15.8%

49.9%

12.9%

52.1%

10.1%

53.9%

8.6%



But in the background of the continuous development of the data market, there 

are serious problems in the data trading. For example, the owners of the data did 

not trust each other before, so the sharing and application of the data could not 

be realized. The value of data is not really reflected. The data of various media or 

data companies are limited and unwilling to share with each other because there 

is no way to guarantee the security of the data. This limits the development of all 

stakeholders in the field of digital marketing. For example, it is difficult for 

advertisers to obtain comprehensive attributes of the crowd when they are 

making an advertising plan, which results in decreased ROI and the waste of 

budget. False data and the difficulty of verifying data are also an important 

problem facing the data market.
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Countries that Will Hit at Least 50% Digital Ad Spending in 2019

% of total media ad spending in each country

Note : includes advertising that appears on desktop and laptop computers as well as mobile phones, 

tablets and other internet-connected devices, and includes all the various formats of advertising on those 

platforms; excludes SMS, MMS and P2P messaging-based advertising; *excludes Hong Kong

Source : eMarketer, February 2019

www.eMarketer.comT10138



So are all budgets being used correctly in the growing digital advertising market? 

From a large number of reports, we know that in the actual digital marketing 

market there is a lot of traffic fraud, intermediary advertisers to waste advertising 

budget, which leads to a large loss of advertising budget, advertising effect is 

poor. In this case, advertisers have to spend extra money to monitor ads, filter 

fake traffic, and even work with third-party companies to evaluate media quality, 

which makes advertising budgets even more wasteful. However, the monitoring 

methods of third-party monitoring companies also need to be considered, which 

forms a vicious circle that hinders the development of digital marketing and 

adversely affects all stakeholders in the field of digital marketing.

In the digital advertising industry, there is a saying that "half of the advertiser's 

budget is wasted". A recent study found that the average advertiser thinks this is 

a waste of about a quarter. The survey found that some advertisers even believe 

that 80 to 100 percentages of their advertising budgets are wasted. Advertisers 

who participated in the survey believe that the main reason for the waste of 

advertising budget is the inefficiency caused by experiments and long-term 

agreements, but this reason is only one of the multiple factors of advertising 

waste. A study of fake traffic found that 20% or more of advertising budgets could 

be wasted on all forms of fake traffic. When you add in the high ads commissions 

and other fees paid for advertising agencies, the wasted budgets of advertisers 

can be half or more in some cases.
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Therefore, to find a more effective way of digital advertising in order to reduce 

the waste of advertising budget and improve the effectiveness of digital 

advertising has become an urgent problem for advertisers in the field of digital 

marketing.

3.3 Problems we have to solve

Since the advent of Internet advertising, the global digital advertising industry 

has maintained a steady and rapid growth. It is expected to reach half of the total 

media advertising share for the first time in 2020. More and more brands and 

advertisers are willing to spend their money on digital marketing.
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Percent of Their Marketing Budget Lost on the Wrong Channels or 

Strategies According to Marketers Worldwide, Jan 2018

% of respondents

Source : Rakuten Marketing, ”What Marketers Want in 2018; Five Strategic Opportunities for 2018” 

conducted by Morar HPI; eMarketer calculations, March 13, 2018

www.eMarketer.com236291
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4. Solution Design

It has been several decades since the birth of the Internet, and the development 

of blockchain has just begun. It will be very difficult to solve the problems of the 

digital advertising industry by using blockchain technology. The i-Chain project 

also clearly recognizes this, so we will start with small scale trials and implement 

problem-solving in stages. In the first phase, the i-Chain project will develop a 

browser.

I-chain browser and i-chain project have the same name. It is a browser powered 

by blockchain technology. In addition to the basic functionality module, the i-

chain browser also has an advertising module and a reward module. I-chain 

hopes to achieve transparency in the field of digital advertising through the i-

Chain browser and build a digital advertising media community that is self-

governed by ordinary users. Then, advertisers can get real and effective traffic, 

greatly improve the effectiveness of advertising. For the first time in history, users 

can make money from their own data when they surfing on the internet. This 

value was exploited for a long time by various advertising agencies and 

middlemen. At the same time, users can also control the ads they will view by 

setting them in the advertising function module of the browser. This is to a certain 

extent the input of personal data, will make advertisers get better advertising 

effect!
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4.1 I-CHAIN browser

I-chain browser consists of three main modules: basic function module, 

advertising module and reward system module.

The basic function module will realises the following functions. First, to provide 

users with a safe, smooth and fast online experience. Second, encrypt users' 

personal data to ensure the safety of users' privacy. Third, according to the 

user's personal data, customize the exclusive homepage for the user, which will 

include the exclusive navigation bar and other functions to improve the user 

experience.

The function of the advertising module is, first, to let users see the advertising 

content they are interested in according to the data analysis. Second, users may 

actively choose the type of ads they want to see through settings in the browser. 

Thirdly, the browser will provide advertising services for advertisers. Advertising 

methods and advertising styles will vary. For example, App screen-opening 

advertisement, fixed advertisement position on the homepage of the browser, a 

pop-up advertisement when users browse content, etc.

The reward system module will reward users with ICA (i-Chain ads coin) after 

comprehensive consideration of factors such as the amount of data contributed 

by users, the number of times they click on the ads and the time spent they use i-

Chain browser. In addition, the reward system module will regularly distribute the 

advertising profits obtained from the i-Chain project to users according to the 

number of ICA and the time these ICAs had been held by users and other 

factors. The advertising profit may be fed back to customers in the form of other 

mainstream digital currencies, such as bitcoin. Users can also use the reward 

system module as a digital currency wallet, secure storage of ICA and other 

possible mainstream currencies. 
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4.2 Optimize user advertising experience

I-chain browser is developed based on the blockchain technology. The 

decentralized and anonymous encryption function of the block Chain will 

guarantee the absolute security of users‘ personal data. After obtaining the 

user’s permission, the user‘s personal data will be Shared through encryption, 

and the i-Chain browser will push relevant advertisements to users through data 

analysis, and the advertisements should be that the user is really interested in. I-

chain will also optimize the setting of advertising frequency, advertising style and 

other relevant content through big data analysis, which will greatly reduce the 

resistance to ads, improve users’ acceptance of advertising, and promote the 

further sharing of data. Users can also set the categories, products and even 

brand preferences of the advertisements they want to receive. I-chain will 

present ads according to the user‘s Settings, to further improving the user’s 

advertising experience.

4.3 Optimize advertising effectiveness

Optimize advertising effectiveness and reduce advertising budget waste.

For advertisers, the traceable and untampered nature of blockchain distributed 

billing guarantees the authenticity of all traffic in the i-Chain browser. If 

advertisers choose to place advertisements in the i-Chain browser, they do not 

need to worry about traffic fraud and can get more real and comprehensive user 

portrait data, which plays an important and positive role for advertisers.

The concept of i-Chain advertising community makes the traffic of i-chain 

inherently higher in quality, and i-chain users have a higher degree of 

acceptance of ads. I-Chain analysis of user data (including user input data) will 

help advertisers achieve better performance.
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The i-chain advertising operation team will segment and optimize the display 

frequency, location and style of advertisements through big data analysis, which 

will also ensure the good ROI of ads. I-chain will also provide advertisers with 

data storage and analysis services, which will effectively improve advertising 

effectiveness and reduce advertising budget waste.
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5. Technical Implementation

5.1 Digital currency wallet embedded

The digital currency wallet is a software program that stores encrypted tokens 

and community licenses. In form, much like an online bank account, there are 

also customer ids, accounts and passwords. The community wallet password is 

a "private fingerprint" that allows you to manage authorization and view wallets 

and benefits.

Simply put, having multiple security technologies to keep your digital assets in 

custody and to view the relevant interests. The private key is stored securely 

locally, eliminating the security risk caused by the storage on the network. And 

can provide 256-bit encryption backup service, support to create community 

wallet data link address, or use their own data link digital account address for 

import, master their own data assets.

For digital assets, the private key is the certificate of this digital asset, which will 

cause irreparable loss if lost or stolen. Therefore, the management of the private 

key is the most important. In this system, the user has full control of the private 

key, providing multiple signature technical guarantee and authorization 

verification. Mnemonic word backup strategy, multi-signature anti-theft. 

Secondary verification can be carried out through mobile phone verification code, 

fingerprint and other ways to further improve security.
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5.2 Browser

The browser is a tool for users to access internet-related resources, including 

pages, images and even files. When the user visits the web page, the data is 

encrypted and transmitted to the data bank by invoking the blockchain service 

interface. Compatible with modern Web standards for HTML, XHTML, CSS, 

XML, XSLT, DOM0/1/2, and JavaScript.

In terms of efficiency and stability, the use of prefetch engine acceleration, 

preloading resources, more than double the average speed. In the picture 

loading, use special acceleration technology, greatly improve the picture opening 

speed. Flash acceleration technology is used to effectively reduce Flash 

stagnation. And based on P2SP technology, through multithreading and network 

layer optimization, technically ensure the stability of page browsing and high-

speed download.

In terms of Security, technical means such as CSP (Content Security Policy) can 

effectively solve a series of Security problems such as XSS (Cross-Site 

Scripting) cross-site Scripting attack, and prevent the disclosure of sensitive 

information such as Cookie, user name and password.
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5.3 Safety mechanism

● Low Cookie security

On Cookie security, add a tamper-proof mechanism. The server can generate a 

signature for each Cookie item. Since the corresponding signature cannot be 

generated after the user tampers with the Cookie, the server can know that the 

user has tampered with the Cookie. Add encryption mechanism to encrypt 

information stored in cookies. Set the HttpOnly property to prevent Cookie values 

from being read by page scripts. Set the secure property to ensure that data 

transfer between the cookie and the WEB server is encrypted. Cookie 

authorization mechanism is included. Local cookies are encrypted, and smart 

devices can choose whether to save cookies or not. The validity period of the 

cookie is set, and the system determines whether the timer is timed out or not.

● Privacy to prevent browser hijacking

Prevent modification of default home page, modification of search engine results 

and other malicious script running, prevent Browser Hijack.

● Intelligent behaviour monitoring

The browser behaviour monitoring engine is distributed in various key points in 

the kernel of the system to complete the behaviour acquisition and monitoring 

functions of the web browser process. The function of the monitoring engine 

depends on the construction of the behaviour sandbox, and the structure in the 

whole behaviour sandbox is organized by the thread of the creative relationship 

of the process. The following monitoring points are included:

A. Process monitoring, responsible for the collection and control of browser 

process behaviour.

B. file monitoring, monitoring all file access behaviour of the browser process 

and restricting behaviour according to use policies.

C. Registry monitoring, monitoring all registry access behaviour of the browser, 

especially the monitoring of startup items.
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● Data encryption sandbox

Through data encryption sandbox, prevent virus Trojan through the browser way 

to infect the local, its main mechanism is through the process and memory and 

other resources isolation, control the process in the sandbox to the local system 

resources call. Sandbox isolated system environment created by virtualization 

technology. Run the risky program in a sandbox that records the various actions 

of the program as it runs. All operations are virtual in the sandbox, and real files 

and registries are not altered, which ensures that viruses cannot damage the 

system by altering key parts of the system. Sandbox file operations, both 

executable and non-executable: all changes to files and systems made by 

processes on the secure desktop are redirected. Redirected files are encrypted, 

even if the redirected files are leaked, there is no security risk. After the user logs 

out, all the redirected files are deleted, meaning that all file operations performed 

on the secure desktop have no changes to the default desktop.

The kernel engine refers to the following architecture diagram of Webkit:
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5.4 Data security mechanism

● Browsing traces are stored in the blockchain

In the process of surfing the Internet, users generate private browsing track, 

which is saved in the form of data encryption in the blockchain. As the core 

Technology of Distributed Ledger Technology (DLT) platform, blockchain

emphasizes the uniqueness of Hash. Each block and Hash is one-to-one, and 

each Hash is computed by the block header using SHA256. Because the header 

contains the Hash of the current block and the Hash of the previous block, if the 

contents of the current block are changed or the Hash of the previous block is 

changed, the current block Hash will be changed. If someone modifies a block, 

the Hash for that block changes. In order for the later blocks to connect to it, the 

person must modify all the later blocks at the same time, otherwise, the changed 

block will be off the blockchain. Due to the huge demand for the computing 

power of block computing, it is almost impossible to modify multiple blocks at the 

same time, so as to ensure the absolute soundness of data, and guarantee data 

privacy through block data encryption technology encapsulation. In addition, all 

data storage and records have the user's digital signature as a certificate. Unless 

the user himself, no third party personnel can get the data through forged 

signature and other hacker means to tamper with and use. Users themselves 

can easily view and authorize personal data in the APP through their unique 

digital signature.
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● Basic data encryption transmission

In transit, the data is not persisted. Ordinary HTTP transmission protocol USES 

clear text to transmit information, which has the risk of information 

eavesdropping, information tampering and information hijacking. And the APP 

will this part of the air data using HTTP + SSL for processing, the way on the 

basis of the rules of HTTP added a cryptographic protocol Layer of hypertext 

transfer protocol, which is the Secure sockets Layer (Secure Socket Layer), with 

authentication, information encryption and integrity checking function and can be 

used to block chain independently encrypted, key generation and records can be 

added to the block in the chain. Thus the data in the network transmission anti-

tamper and encryption processing. The following is the communication sequence 

diagram corresponding to this mode:
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5.5 Data bank

Data Bank can filter and integrate various business data, which can be used for 

data analysis, data mining and data reports. Here is the basic architecture 

diagram:

● Storage solutions for data Banks

A solution to store user behaviour chain data based on big data + blockchain

architecture. Blockchain, with its credibility, capriciousness, security and 

immutability, as well as private intelligent contract, frees more data under 

monitoring and authorization, promoting the massive growth of data. The 

traceability of blockchain enables the records of every step of data collection, 

trading, circulation and calculation analysis to be retained on the blockchain, 

which enables the quality of data to be endorsed with unprecedented strong 

trust, and guarantees the correctness of data analysis results and the effect of 

data mining. Blockchain provides the integrity and legitimacy of the ledger, while 

big data provides the storage of massive metadata and flexible and efficient 

analysis technology.
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● Technology and principle of big data storage

Hadoop distributed file system (HDFS) is used for big data storage. On the 

support of big data, HDFS can store terabytes or petabytes of data and detect 

and quickly respond to hardware failures. The ability to store and process data 

bit by bit ensures high reliability. Moreover, the system allocates data among 

available computer clusters to complete computing tasks, which can be easily 

extended to thousands of nodes to ensure its high scalability. Data can be 

dynamically moved between each node to ensure the dynamic balance of each 

node, so its processing speed is very fast, that is, the so-called efficiency; Highly 

fault-tolerant aspects can automatically save multiple copies of data and 

automatically redistribute failed tasks.

In principle, HDFS adopts the master-slave Master/Slave Slave structure model. 

An HDFS cluster is composed of one NameNode and several DataNode. The 

NameNode serves as the main server to manage the namespace of the file 

system and the access operation of the client to the file. The DataNode in the 

cluster manages the stored data. HDFS allows users to store data as files. 

Internally, the file is divided into several data blocks and these blocks are stored 

in a group of data nodes. The NameNode performs filesystem namespace 

operations, such as opening, closing, renaming files or directories, etc. It is also 

responsible for the mapping of data blocks to a concrete DataNode. The 

DataNode handles file read and write requests from file system clients and 

creates deletes, and copies data blocks in a uniform schedule with the 

NameNode.
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5.6 Each layer in the basic architecture

In the basic architecture of the storage solution, the interface layer USES Rest 

API + OAuth token authentication to access business logic. The service layer 

provides a variety of data persistence services, including data query, data 

processing and so on. The sharing layer USES Sqoop (data import and export 

tool) to synchronize data in RDBMS and NoSQL to HDFS and has Redis as a 

cache to improve access performance. HBase, a distributed, column-oriented 

open source database, is used for big data that need random access, real-time 

reading and writing. The storage layer USES Flume (log data acquisition 

framework) to collect log information. Use SparkSQL operational Hive (a tool for 

data collation, special query, and analysis storage of datasets in Hadoop files) 

and cache commonly used calculations in Redis. Add Kafka to message system 

to prevent data loss.

ELK (ElasticSearch + Logstash + Kiabana) can be used globally as a log-

centralized management and analysis system, providing ElasticSearch, service 

diagnosis, data analysis and other services.
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5.7 Data security and privacy

● Data encryption

Special algorithms are used to change the original information data to make it 

unreadable or meaningless (digital encryption technology) so that unauthorized 

users can obtain the encrypted information but still cannot understand the 

content of the information without knowing the decryption method. The 

encryption is based on the mathematical encoding and decoding of information, 

which is the basis of data privacy protection.

● Access control

In combination with the private key of blockchain and the flexibly configured 

autonomous access control (DAC), mandatory access control (MAC) and role-

based access control (RBAC) access control policies, the effective isolation and 

integrity protection of different levels or categories of information of multiple 

users are ensured.

● Data disaster backup

The database USES the method of multi-machine synchronous hot backup to set 

up multiple disaster recovery data centre in various places. When certain 

business is unavailable due to a data centre failure, the business can be 

automatically switched to the standby data centre within the specified 

RTO(Recover Time Objective) Time. In terms of the specific implementation, 

GTM(wide-area traffic manager) is deployed in both main and standby data 

centre, and information is synchronized between GTM and GTM. GTM detects 

the application services of the centre respectively and determines the availability 

of application services based on the server status of GTM. When the GTM or 

data centre link appears DOWN, the service will be automatically switched to the 

disaster recovery data centre. The hot standby data centre realizes the automatic 

switch between main and standby data centre through GTM technology.
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6. Operating Plan

6.1 ICA — I-CHAIN ads coin

ICA, I-Chain Ads coin, which is the digital encrypted Token released by the i-

Chain project. It is an Ethereum supported cryptocurrency with the ERC-20 

standard. Ethereum explorer can be used to view all ICA related records. Users 

can obtain ICA by using i-Chain browser. The sooner they download and start 

using the i-Chain browser, the more ICA they are likely to get. The longer they 

use the i-Chain browser, the more ICA they will get as a reward. Users can also 

participate in ICA token sales to buy ICA. In addition to the value as a 

cryptocurrency, ICA can also be used to purchase or deduct services or products 

such as senior members within the I-CHAIN ecosystem. ICA's token economic 

plan is as follows:

Total token supply 7,000,000,000

Token for sale 1,400,000,000

Target token sales US$ 7,000,000

Token for private sales 0

Target private sales 0

Token for IEO 1400,000,000

IEO target US$ 7,000,000

Price per token US$ 0.005
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Funds management from token sales：

R & D 40%

Marketing & Business Development 30%

Operations 20%

Legal and Accounting 7%

Others 3%

6.2 Use of token reserve

The I-CHAIN team wants everyone on the planet to have an ICA token that can 

be used to realize the value of personal data. So the I-CHAIN team will 

periodically repurchase ICA back for distribution to new I-CHAIN community 

members. In the early stages of I-chain development, reserved tokens will be 

used to reward users of the I-chain browser, also, contributors to the I-chain 

community. The reserved tokens will also be used to ensure the healthy 

development of the I-chain project and the team.

6.3 I-Chain revenue model

I-chain accepts payment in cryptocurrencies. The revenue from the i-Chain 

project, that is also the sources of revenue for the user may be:

● Linking i-Chain browser to AD networks such as Google AdSense makes 

money;

● Receive direct advertising from brand customers to create revenue;

● Provide navigation services for brand companies to create revenue;

● Provide data services for advertisers to gain revenue;

● Various other possible ways of earning income.
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6.4 Community committee

I-chain plans to set up a community committee in the future. Users will elect 

members of the community committee through voting. Users with more ICA will 

get more weight in voting and are more likely to become community committee 

members. The community board will be involved in managing operational 

management decisions for the i-Chain browser and will oversee the user 

rewarding process. The community council regularly publicizes a series of 

operational activities in the i-chain community.

6.5 Risks and possible problems

As the ICA can be obtained by browsing or clicking the ads, some users may 

regard this behaviour as mining, which will lead to more invalid or meaningless 

data generated by users to some extent. I-Chain will develop an intelligent data 

verification module to make fair and authentication of user data. Only personal 

data certified as valid data will be given ICA as a reward.

6.6 Others

I-chain will host in-community events on a regular basis to promote community 

development. Such as lottery games, ICA can be used as lottery vouchers, 

winning users will be rewarded. 
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7. Business Status and Plan

I-chain is still in the early stages of the project, but it has made great progress. 

The initial team has been basically set up, the relevant technology development 

has been implemented, and cooperation agreements or partnerships have been 

signed with many related enterprises. Everything is moving fast.

7.1 Partners

7.1.1 I-CLICK

As the only Nasdaq-listed digital marketing company in the Asia-pacific region, I-

Click has many cooperative brand customers in the Asia-pacific region and even 

the world. The i-Chain browser will have the real and transparent traffic and data 

that I-Click needs. Similarly, I-CLICK will share many of the world‘s best 

advertisers with the i-Chain advertising community, which will undoubtedly 

ensure the smooth development of the i-Chain community in its early days. At 

the same time, the rich experience of I-click-interactive in the field of advertising 

marketing is also a booster for the development of the i-Chain project!

To Be Continued…

This is a draft ONLY, and subjected to change. 39



7.2 Business Plan

7.2.1 Product planning

September 2019, launch the public version of the i-Chain browser.

January 2020, launch the high-quality media alliance plan, and the i-Chain 

project will be expanded from a single browser to an advertising network;

July 2020, the i-chain advertising community plan will be launched. At that time, 

the i-chain project will introduce high-quality advertisers and relevant advertising 

practitioners into the community, thus forming a complete advertising ecology.

7.2.2 IEO Schedule

September 2019, IEO 
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8. About I-Chain

8.1 Team members

● Aaron Yu，CEO

Master degree in marketing from Beijing university of aeronautics and 

astronautics and the University of Leicester. With nearly ten years of digital 

marketing experience. Before joining i-Chain, Aaron worked for the world‘s 

largest 4A advertising company as head of performance marketing.

● Alvin Zheng, COO

Nearly 20 years of experience working in the Internet industry He was a 

shareholder of Tengxin interactive, China‘s first listed digital marketing company, 

and a senior executive of a Nasdaq-listed company. Alvin has experienced the 

whole process of the development of digital advertising and has a deep 

understanding of the advertising ecosystem.

● Rich Li, CTO

Founder of HKLY, nearly 20 years of working experience, has a comprehensive 

technology background, proficient in all the work from the communication 

network to data software development, especially good at software application 

and development.

● Susan Pan, CMO

Professional digital marketing/thought leader with a diverse background serving 

Fortune 500 company clients to drive transformational results through the 

lifecycle of marketing. She has years of experience working in both the US and 

China markets, her domain of expertise resides in the areas of brand 

transformation, performance marketing, emerging technologies, and operational 
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● Tony Xiang, Business Development Director

5 years working experience as Dev role in Dell, Qihoo 360. Then start own 

company in the USA for office supply product, support TOP 5 brand company as 

their main supply partner. Good at the supply chain and 5 years E-Commercial 

business from 0 to top sales. Advanced member in several chambers of 

commerce. Have many connections in a different area and the government 

source.
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8.2 Advisors

● Eric Yao

Graduated from California Institute of Technology (undergraduate), master‘s 

degree from the University of Washington, 22 years’ research and development 

experience in Microsoft engineering institute in Seattle and China. He was a 

senior technical team manager in charge of Microsoft Office, office365, 

exchange, SharePoint and windows-related technology development.

● To be continued …
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9. Disclaimer

PLEASE READ THE ENTIRETY OF THIS SECTION CAREFULLY. NOTHING 

IN THIS WHITE PAPER CONSTITUTES INVESTMENT, LEGAL OR BUSINESS 

ADVICE AND YOU SHOULD CONSULT YOUR OWN ADVISOR(S) BEFORE 

ENGAGING IN ANY ACTIVITY IN CONNECTION WITH THE PURCHASE OF 

THE ICA. NEITHER I-CHAIN AND ICA, ANY OF THE MEMBERS NOR ANY 

SERVICE PROVIDERS WHO HAVE WORKED ON THE PROJECT 

(HEREINAFTER REFERRED AS THE COMPANY) IN ANY WAY 

WHATSOEVER SHALL BE LIABLE FOR ANY KIND OF DIRECT OR INDIRECT 

DAMAGES OR LOSSES WHATSOEVER WHICH YOU MAY SUFFER IN 

CONNECTION WITH ACCESSING THIS WHITE PAPER, THE WEBSITE / 

(THE WEBSITE) OR ANY OTHER WEBSITES OR MATERIALS PUBLISHED 

BY THE COMPANY.

• We do not make, and hereby disclaim, any representation or warranty with 

respect to the ICA, the Platform and the Marketplace (such as merchantability 

or fitness for particular purposes), except those expressly specified in this 

White paper. Each purchaser’s decision to participate in the sale and 

purchase any ICA  shall be made based on his/her own knowledge of ICA and 

the information disclosed in this White paper. Without prejudice to the 

generality of the foregoing, each purchaser will, upon the launch of the ICA, 

accept ICAs on an “as is” basis, irrespective of the technical specifications, 

parameters, performance or function thereof.
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• Any malfunction, breakdown, collapse, rollback or hard-forking of the original 

public chain that ICA  replies on;

• Failure of ICA  to meet any specific purpose, or its unfitness for any specific 

use;

• Utilization of the proceeds raised through the sale;

• Failure to promptly and completely disclose any information relating to

• The development of the Platform and the Marketplace;

• Any purchaser’s divulgence, loss or destruction of the private key to his/her 

wallet for cryptocurrency or cryptographic (in particular the

• The private key to the ICA  wallet);

• Any default, breach, infringement, breakdown, collapse, service

• Suspension or interruption, fraud, mishandling, misconduct, malpractice, 

negligence, bankruptcy, insolvency, dissolution or winding-up of any third-

party crowdfunding platform or exchange for ICA ;

• Any difference, conflict or contradiction between this White paper and the 

agreement between any purchaser and any third-party crowdfunding portal;

• Trading or speculation of ICA  by any person;

• Listing or delisting of ICA  on or from any exchange;

• ICA  being classified or treated by any government, quasi-

• Government, authority or public body as a type of currency, securities, 

commercial paper, negotiable instrument, investment instrument or otherwise 

that results in it being banned, regulated or subject to certain legal restrictions;

• Any damage, loss, claim, liability, punishment, cost or other adverse impacts 

that are caused by, associated with, in connection with, incidental to or 

relevant to the risk factors disclosed in this White paper.
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9.1 Notice to Residents of the United States

The offering and selling of this token have not been registered under the U.S. 

Securities Act of 1933, as amended (the “Securities Act”), or under the laws of 

certain states as this token should not be taken as securities. This token may not 

be offered, sold or otherwise transferred, pledged or hypothecated, except as 

permitted under the act and applicable state laws pursuant to an effective 

registration statement or an exemption therefrom.

9.2 Notice to Residents of Canada

Unless permitted under legislation, the holder of this token must not trade the 

token before the date that the issuer becomes a reporting issuer in any province 

or territory of Canada.

9.3 Notice to Residents of China

The tokens are not being offered or sold and may not be offered or sold, directly 

or indirectly, within the People’s Republic of China (for such purposes, not 

including the Hong Kong and Macau Special Administrative Regions or Taiwan), 

except as permitted by the laws and regulations of the People’s Republic of 

China.

9.4 Notice to Residents of the United Kingdom

In the United Kingdom, this document is being distributed only to, and is directed 

only at,: (i) investment professionals (within the meaning of Article 19(5) of The 

Financial Services and Markets Act 2000 (Financial Promotion) Order 2005 as 

amended (the ‘‘FPO’’)); (ii) persons or entities of a kind described in article 49 of 

the FPO; (iii) certified sophisticated investors (within the meaning of Article 50(1) 

of the FPO); and (iv) other persons to whom it may otherwise lawfully be 

communicated (all such persons together being referred to as ‘‘Relevant 

Persons’’).
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9.5 Notice to Residents of Other Countries

All purchasers must ensure that they are permitted by the laws of their countries 

to purchase ICA . We will only ensure that ICA  are legal and compliant with the 

law of the issuing country but will not ensure all other countries adopt or use 

similar laws, especially in the event that the purchaser uses other methods to 

avoid relevant laws or intentionally hide from any relevant legislations. We will 

not be liable for such a situation.

This document has not been approved by an authorized person. Any information 

to which this document relates to is available only to a relevant person. This 

document is only for relevant persons and non-relevant persons shall not take 

any action based on this document nor should he/she/they rely on it. It is a 

condition of you receiving and retaining this document that you warrant to us, its 

directors, and its officers that you are a relevant person.

Our social media and e-mail platform are places where we encourage 

interaction, discussion, organization and participation between users of the 

community, in cases that anyone is interested in our product.

Whilst we make reasonable efforts to monitor and administrate participation to 

ensure that discussions are related to products that are made available in the 

community, there may be situations where we are not in a position to monitor all 

statements, comments and views made by every user. We ask that you are 

respectful in your comments and behaviour. We reserve the right to remove 

anything we deem to be abusive or personally offensive, material that is 

unlawful, obscene, defamatory, threatening, harassing, abusive, slanderous, 

hateful or embarrassing to any other entity or person, third party advertising, 

chain letters or “spams”. Please be aware that anything posted may potentially 

be read by thousands (or hundreds of thousands) even years from now. 

Therefore, users should exercise cautions when posting on any of our social 

media sites.
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We also reserve the right to terminate involvement by users who post such 

content.

The views and opinions expressed on any social media sites of ours do not 

necessarily represent our opinion. Therefore, we cannot be held responsible for 

the accuracy or reliability of information posted by external parties. Any 

information posted on any of our social media platforms should not be 

considered as financial, legal, accounting or other professional advice.

For your safety, never include your phone number, email, address or other 

personal information in a post. Your comments are visible to all.

We are not responsible for such losses or failures. Purchasers of cryptographic 

tokens run a great risk of incurring losses and damages as a result of purchasing 

any cryptocurrencies and/or cryptographic tokens. Purchasers accept and 

declare that they are willing to undertake this risk. The damages may include 

loss of all funds/contribution and also any other expenses that the Purchaser has 

made.

Before deciding to buy any cryptocurrencies or cryptographic tokens, purchasers 

should carefully consider their level of experience and risk appetite. The 

possibility exists that a purchaser could sustain a loss of some or all of their 

monies and therefore all purchasers should not send monies that they cannot 

afford to lose. Purchasers should be aware of all the risks associated with virtual 

commodities and seek advice from an independent financial adviser in case of 

doubt. Furthermore, there may be risks that are not disclosed in our services and 

products. Purchasers should use extreme consideration and be conscious of 

assessing their financial situation and tolerance for risks before engaging in 

activities involving the purchase of virtual commodities.
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Any opinions, news, research, analyses, prices, or other information contained in 

this White paper, our services and products are merely general product/market 

commentary and does not constitute financial advice from us. We will not be 

accountable for any loss or damage, including without limitation to, any loss of 

profit, which may arise directly or indirectly from use of or reliance on such 

information, or on any recommendation.

The contents of any report provided should not be construed as an express or 

implied promise, guarantee or implication that purchasers will profit from the 

strategies herein or as a guarantee that losses in connection therewith can, or 

will be limited.

To the best of our knowledge, the information contained herein is accurate and 

reliable as of the date of the service or product we provide; however, we do not 

assume any liability whatsoever for the accuracy and completeness of the 

information contained therein. A large amount of the information is obtained from 

third-party sources which have not been specifically verified by us and we do not 

make any warranties that such information is or will remain accurate, in particular 

in the event of such information being fraudulent and misrepresentative in nature. 

We cannot ensure that these sources have compiled such data and information 

on the same basis or with the same degree of accuracy or completeness as are 

found in other industries. The information contained herein does not constitute a 

due diligence review and should not be construed as such. Any information given 

in our services and products does not constitute any warranty of merchantability 

or fitness for a particular use of any cryptocurrencies and/or cryptographic token. 

It is the purchaser’s responsibility to check the relevant token’s information in 

order to follow any possible change before purchasing any tokens.

This White paper has not been approved by an authorised person. Any 

information to which this document relates is available only to a relevant person. 

This White paper is only for relevant persons and non-relevant persons shall not 

take any action based on this document nor should he/she/they rely on it. It is a 

condition of you receiving and retaining this document that you warrant to the 

Company, its directors, and its officers that you are a relevant person.
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For the avoidance of doubt, under no circumstances would a holder of ICA 

Tokens be entitled to or receive (i) any form of interests whatsoever in whole or 

in part (including but not limited to equity interest, proprietary interest and 

ownership interest) or share in or claim against the I-CHAIN, the Company, the 

Platform and/or the Marketplace, (ii) any voting rights at the board meetings or 

shareholders meetings of the I-CHAIN, the Company and/or the Platform, (iii) 

any management rights of the I-CHAIN, the Company, the Platform and/or the 

Marketplace, (iv) any economic right (including any kind of right to payment, 

distribution, income, dividend, profit, or other return, or any sums to be paid, or 

likely to be paid, out of such return or profit) of or generated from the I-CHAIN, 

the Company, the Platform and/or the Marketplace (except those directly 

between participants of the ecosystem); and (v) any interest payments from the I-

CHAIN, the Company, the Platform and/or the Marketplace. This White paper 

may be translated into a language other than Chinese and in the event of conflict 

or ambiguity between the Chinese language version and the translated versions 

of this White paper, the Chinese language version shall prevail. You 

acknowledge that you have read and understood the Chinese language version 

of this White paper.

No part of this White paper is to be copied, reproduced, distributed or 

disseminated in any way without the prior written consent of the Company.
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